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take steps to keep your valuables safe when parking in 
popular nightspots, shopping areas  

One of the most common types of theft is theft of valuables from your automobile. 
Theft from auto is strictly a crime of opportunity that can be prevented if you take away the 
opportunity. Thieves generally won’t waste their time breaking into autos that don’t have 
valuables in plain sight.

Thefts from autos can be a recurring problem in the District because of the prevalence 
of  fashionable stores, popular restaurants, and trendy bars. Visitors to these establishments  
can become the unwitting target of these crimes of opportunity. Cars parked near sporting 
venues when games or concerts are scheduled may also be targeted. If you plan on parking 
your car in a neighborhood that is known for its numerous visitors, remember thieves know 
these areas are popular, too. Be sure to either take valuable property with you or secure it 
properly. Please take the precautions listed below to help ensure your auto is not targeted 
by thieves:

•	 keep your valuables out of sight. The best way to prevent theft from your auto is to always 
keep valuables out of sight. Never leave cell phones, briefcases, suitcases, or electronic 
devices (cell phones, iPods, laptop computers, etc.) in your car in plain view. Take these 
items with you, or secure them—all the time, every time.

•	 secure your gps Device. While many GPS devices are mounted in the dashboard of the 
vehicle, the MPD encourages anyone who uses a portable GPS device to take it with 
you, along with any other items of value, when you park the car.

•	 use your trunk. If your car has a trunk, use it. Put valuables in there or in a locked glove 
compartment. Hiding items under seats is better than leaving them in plain view, but 
securing them inside the glove compartment or trunk is a far better deterrent.

•	 Don’t tempt thieves with new purchases. During the holiday season especially, or any time 
you’re shopping, place packages in the trunk, not on the passenger seats or floors.

•	 lock it up. Also, keep your car doors and windows locked—all the time! 

Remember: “Outta sight, outta mind”—if thieves can’t see your valuables, they’re less 
likely to waste their time targeting your auto. Take the time to secure your valuables; it 
makes a difference. 

 » See these tips and more online at:
http://mpdc.dc.gov/safety

 » Take precautions when pumping gas. Learn steps 
you can take in a brief video on our YouTube 
channel at:
http://youtu.be/H4r2v3MhU-s

 » Download a brochure on “Protecting Your Vehicle 
from Theft and Tampering” at:
http://mpdc.dc.gov/node/201732

http://mpdc.dc.gov/safety
http://youtu.be/H4r2v3MhU-s
http://mpdc.dc.gov/node/201732


Information, ideas, or comments about this service? 
Send an e-mail to KAYLIN CASTELLI, Manager of Internet Communications, at kaylin.castelli@dc.gov L E A R N  M O R E  A T

mpdc.dc.govWould you like What’s New in the MPD emailed to you each week?  
Register with DC.Gov at http://dc.gov/DC/Subscribe/Email+Alerts

Tell Us How We’re Doing. MPD is now 
part of Grade DC. We invite you to share your 
thoughts on our service – positive or negative 
– through MPD’s email groups, our social 
media, or by visiting the Grade DC website. Get 
more information at http://grade.dc.gov. 

Join the MPD Reserve Corps. The MPD 

Reserve Corps, a volunteer policing program is 
seeking new members. Applications are now 
being accepted at http://dcpolicejobs.
dc.gov.  

Report Crimes Against Children 
through the CyberTipline. The Report 
crimes 24-hours a day, 7 days a week by 
calling 1-800-843-5678 or reporting crimes 
online at http://www.cybertipline.com.

Preventing terrorism is everybody’s 

business. If you SEE something, SAY 
something. Call the MPD at (202) 727-9099 
to report suspicious activity that has already 
occurred. Call 911 to report in-progress threats 
or emergencies. Learn how you can help 
fight terrorism at http://mpdc.dc.gov/
operationtipp.  

news & notes 
Also Noteworthy

fbi offers online holiDay shopping tips
In advance of the holiday season, the FBI’s Internet Crime Complaint Center 

reminds shoppers to beware of cyber criminals and their aggressive and creative ways 
to steal money and personal information.

Scammers use many techniques to fool potential victims including fraudulent 
auction sales, reshipping merchandise purchased with a stolen credit card, sale of 
fraudulent or stolen gift cards through auction sites at discounted prices, and phishing 
e-mails advertising brand name merchandise for bargain prices or e-mails promoting 
the sale of merchandise that ends up being a counterfeit product.

Here are some tips you can use to avoid becoming a victim of cyber fraud:

•	 Do	not	respond	to	unsolicited	(spam)	e-mail.
•	 Do	not	click	on	links	contained	within	an	unsolicited	e-mail.
•	 Be	cautious	of	e-mail	claiming	to	contain	pictures	in	attached	files,	as	the	files	

may contain viruses. Only open attachments from known senders. Always run a 
virus scan on attachment before opening.

•	 Avoid	 filling	 out	 forms	 contained	 in	 e-mail	messages	 that	 ask	 for	 personal	
information.

•	 Always	compare	the	link	in	the	e-mail	to	the	web	address	link	you	are	directed	to	
and determine if they match.

•	 Log	on	directly	to	the	official	Web	site	for	the	business	identified	in	the	e-mail,	
instead of “linking” to it from an unsolicited e-mail. If the e-mail appears to be 
from your bank, credit card issuer, or other company you deal with frequently, 
your	statements	or	official	correspondence	 from	the	business	will	provide	 the	
proper contact information.

•	 Contact	 the	actual	business	 that	 supposedly	 sent	 the	e-mail	 to	verify	 that	 the	
e-mail is genuine.

•	 If	you	are	requested	to	act	quickly	or	there	is	an	emergency,	it	may	be	a	scam.	
Fraudsters create a sense of urgency to get you to act impulsively.

 » Read more and learn about e-scams and 
warnings at: 
http://www.fbi.gov/news/news_blog/
holiday-shopping-tips   
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